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SUBJECT: Updates of Chapter 4 in Publication (Pub.) 100-08, Including Update to 
Medicare Program Integrity Contractor Investigative Timeliness Requirement, and 
Updates to Exhibit 5 - Background Information for Contractor Staff When Incentive 
Reward Program (IRP) is Questioned in Pub. 100-08 
 
I. SUMMARY OF CHANGES: The purpose of this Change Request (CR) is to update 
various sections within Chapter 4 in Pub. 100-08. The primary updates in this CR include 
updating the Medicare Program Integrity Contractor investigative timeliness requirement and 
removing all references to the Incentive Rewards Program Tracking Database. Additionally, 
Exhibit 5 - Background Information for Contractor Staff When IRP is Questioned in the 
Exhibits Chapter of Pub. 100-08 has been revised. 
 
 
EFFECTIVE DATE: May 23, 2022 
*Unless otherwise specified, the effective date is the date of service. 
IMPLEMENTATION DATE: May 23, 2022 
 
Disclaimer for manual changes only: The revision date and transmittal number apply only 
to red italicized material. Any other material was previously published and remains 
unchanged. However, if this revision contains a table of contents, you will receive the 
new/revised information only, and not the entire table of contents. 
 
II. CHANGES IN MANUAL INSTRUCTIONS: (N/A if manual is not updated) 
R=REVISED, N=NEW, D=DELETED-Only One Per Row. 
 



R/N/D CHAPTER / SECTION / SUBSECTION / TITLE 

R 4/4.7/Investigations 

R 4/4.7/4.7.4/Medical Review for Program Integrity Purposes 

R 4/4.8/Requests for Information From Outside Organizations 

R 4/4.15/4.15.6/4.15.6.2/Guidelines for Incentive Reward Program 
Complaint Tracking 

R 4/4.15/4.15.6/4.15.6.6/Reward Payment Audit Trail 

D 4/4.15/4.15.7/CMS Incentive Reward Winframe Database 

D 4/4.15/4.15.8/Updating the Incentive Reward Database 

D Exhibits/5/5.3/How to Use the IRP Tracking System 

D Exhibits/5/5.4/Section I: Pending Case List Screen 

D Exhibits/5/5.5/Section II: Pending Case List by Contractor Screen 

D Exhibits/5/5.6/Section III: New Case 

D Exhibits/5/5.7/Section IV: Closed Case List 

D Exhibits/5/5.8/Section V: Closed Case List by Contractor 

D Exhibits/5/5.9/Section VI: Report Menu 
 
III. FUNDING: 
For Medicare Administrative Contractors (MACs): 
The Medicare Administrative Contractor is hereby advised that this constitutes technical 
direction as defined in your contract. CMS does not construe this as a change to the MAC 
Statement of Work. The contractor is not obligated to incur costs in excess of the amounts 
allotted in your contract unless and until specifically authorized by the Contracting Officer. If 
the contractor considers anything provided, as described above, to be outside the current 
scope of work, the contractor shall withhold performance on the part(s) in question and 
immediately notify the Contracting Officer, in writing or by e-mail, and request formal 
directions regarding continued performance requirements. 
 
IV. ATTACHMENTS: 
 
Business Requirements 
Manual Instruction 
 
  



Attachment - Business Requirements 
 

Pub. 100-08 Transmittal: 11358 Date: April 21, 2022 Change Request: 12700 
 
 
SUBJECT: Updates of Chapter 4 in Publication (Pub.) 100-08, Including Update to 
Medicare Program Integrity Contractor Investigative Timeliness Requirement, and 
Updates to Exhibit 5 - Background Information for Contractor Staff When Incentive 
Reward Program (IRP) is Questioned in Pub. 100-08 
 
EFFECTIVE DATE:  May 23, 2022 
*Unless otherwise specified, the effective date is the date of service. 
IMPLEMENTATION DATE:  May 23, 2022 
 
I. GENERAL INFORMATION   
 
A. Background:   The CMS will make revisions to various sections in Chapter 4 and 
Exhibit 5 in Pub. 100-08 based on updates to the Unified Program Integrity Contractor 
(UPIC) and Investigations Medicare Drug Integrity Contractor processes. 
 
B. Policy:   This CR does not involve any legislative or regulatory policies. 
 
II. BUSINESS REQUIREMENTS TABLE 
  
"Shall" denotes a mandatory requirement, and "should" denotes an optional requirement. 
  
Number Requirement Responsibility   
  A/B MAC DME 

 
MAC 

Shared-System Maintainers Other 
A B HHH FISS MCS VMS CWF 

12700.1 The UPIC 
shall focus its 
investigation 
in an effort to 
establish the 
facts and the 
magnitude of 
the alleged 
fraud, waste, 
or abuse and 
take any 
appropriate 
action to 
protect 
Medicare 
Trust Fund 
dollars within 
210 calendar 
days. 
 

        UPICs 

12700.2 The UPIC 
should deny 
the service(s) 
without the 

        UPICs 



Number Requirement Responsibility   
  A/B MAC DME 

 
MAC 

Shared-System Maintainers Other 
A B HHH FISS MCS VMS CWF 

need for 
medical 
review should 
evidence be 
identified that 
indicates 
services were 
not performed 
(i.e., from 
beneficiary 
interview(s), 
provider 
attestation(s), 
etc.). 
 

12700.3 The UPICs 
shall regularly 
follow up with 
the Office of 
the Inspector 
General (OIG) 
to obtain 
information on 
recovery of 
complaints 
referred to 
them that 
originated 
from an 
Incentive 
Rewards 
Program 
complainant. 
 

        UPICs 

12700.3.1 The UPIC 
shall follow up 
on referrals to 
the OIG when 
no action is 
taken within 
90 calendar 
days. 
 

        UPICs 

 
III. PROVIDER EDUCATION TABLE 
 



Number Requirement Responsibility 
 

  A/B 
MAC 

DME 
 

MAC 

CEDI 

A B HHH 

 None      
 
IV. SUPPORTING INFORMATION 
 
 Section A:  Recommendations and supporting information associated with listed 
requirements: N/A 
 
  
"Should" denotes a recommendation. 
 
X-Ref  
Requirement 
Number 

Recommendations or other supporting information: 

 
Section B:  All other recommendations and supporting information: N/A 
 
V. CONTACTS 
 
Pre-Implementation Contact(s): Jesse Havens, 410-786-6566 or 
jesse.havens@cms.hhs.gov  
 
Post-Implementation Contact(s): Contact your Contracting Officer's Representative (COR). 
 
VI. FUNDING  
 
Section A: For Medicare Administrative Contractors (MACs): 
The Medicare Administrative Contractor is hereby advised that this constitutes technical 
direction as defined in your contract. CMS does not construe this as a change to the MAC 
Statement of Work. The contractor is not obligated to incur costs in excess of the amounts 
allotted in your contract unless and until specifically authorized by the Contracting Officer. If 
the contractor considers anything provided, as described above, to be outside the current 
scope of work, the contractor shall withhold performance on the part(s) in question and 
immediately notify the Contracting Officer, in writing or by e-mail, and request formal 
directions regarding continued performance requirements. 
 
ATTACHMENTS: 0  
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4.7 – Investigations 
(Rev. 11358; Issued: 04-21-2022; Effective: 05-23-2022; Implementation: 05-23-2022) 
 
This section applies to UPICs. 
 
An investigation is the expanded analysis performed on leads once such lead is vetted and 
approved by CMS to be opened as an investigation. The UPIC shall focus its investigation in 
an effort to establish the facts and the magnitude of the alleged fraud, waste, or abuse and 
take any appropriate action to protect Medicare Trust Fund dollars within 210 calendar days, 
unless otherwise specified by CMS. 
 
For any investigative activities that require preapproval by CMS (i.e., activities referenced in 
Section 4.7.1.2), the UPIC shall submit those requests to CMS for approval with a copy to its 
COR and BFLs for approval when initiating those actions. 
 
Prioritization of the investigation workload is critical to ensure that the resources available 
are devoted primarily to high-priority investigations. The UPIC shall ensure that all 
investigations originating from an Accountable Care Organization (ACO) referral or 
involving ACOs, ACO participants or ACO providers/suppliers are provided a heightened 
level of priority and are promptly reviewed and investigated to ensure the appropriate 
administrative or other action(s) are taken in an expeditious manner. 
 
The UPIC shall maintain files on all investigations. The files shall be organized by provider 
or supplier and shall contain all pertinent documents including, but not limited to, the 
original referral or complaint, investigative findings, reports of telephone contacts, warning 
letters, documented discussions, documented results of any investigative activities, any data 
analysis or analytical work involving the potential subject or target of the investigation, and 
decision memoranda regarding final disposition of the investigation (refer to section 
4.2.2.6.2 of this chapter for information concerning the retention of these documents). 
 
Under the terms of their contract, the UPICs shall investigate potential fraud, waste, or abuse 
on the part of providers, suppliers, and other entities that receive reimbursement under the 
Medicare program for services rendered to beneficiaries. The UPICs shall refer potential 
fraud cases to LE, as appropriate, and provide support for these cases. In addition, the UPICs 
may provide data and other information related to potential fraud cases initiated by LE when 
the cases involve entities or individuals that receive reimbursement under the Medicare 
program for services rendered to beneficiaries. 
For investigations that the providers/suppliers are subject to prior authorization by the MAC, 
the UPIC may request the MAC to release the prior authorization requirement prior to 
pursuing the investigation further. 
 
For those investigations that are national in scope, CMS will designate a lead UPIC, if 
appropriate, to facilitate activities across the zones. 
 
4.7.4 – Medical Review for Program Integrity Purposes 
(Rev. 11358; Issued: 04-21-2022; Effective: 05-23-2022; Implementation: 05-23-2022) 
 
Medical Review (MR) for Program Integrity (PI) is one of the parallel strategies of the 
Medicare Integrity Program (MIP) to encourage the early detection of fraud, waste, and 
abuse. The primary task of the UPIC is to identify suspected fraud, develop investigations 
and cases thoroughly and in a timely manner, and take immediate action to ensure that 
Medicare Trust Fund monies are not inappropriately paid out and that any improper 
payments are identified. For this reason, it is recommended that MR is integrated early into 
the development of the investigative process. The focus of PI MR includes, but is not limited 
to: 



 
• Possible falsification or other evidence of alterations of medical record 

documentation including, but not limited to: obliterated sections; missing 
pages, inserted pages, white out; and excessive late entries; 

 
• Evidence that the service billed for was actually provided and/or provided 

as billed; or, 
 

• Patterns and trends that may indicate potential fraud, waste, and abuse. 
 
The statutory authority for the MR program includes the following sections of the Social 
Security Act (the Act): 
 

• Section 1833(e), which states in part "...no payment shall be made to any 
provider... unless there has been furnished such information as may be 
necessary in order to determine the amounts due such provider ...;" 

 
• Section 1842(a)(2)(B), which requires MACs to "assist in the application of 

safeguards against unnecessary utilization of services furnished by 
providers ...; " 

 
• Section 1862(a)(1), which states no Medicare payment shall be made for 

expenses incurred for items or services that "are not reasonable and 
necessary for the diagnosis or treatment of illness or injury or to improve 
the functioning of a malformed body member;" 

 
The remainder of Section 1862(a), which describes all statutory exclusions from coverage; 

 
• Section 1893(b)(1) establishes the Medicare Integrity Program, which 

allows contractors to review activities of providers of services or other 
individuals and entities furnishing items and services for which payment 
may be made under this title (including skilled nursing facilities and home 
health agencies), including medical and utilization review and fraud review 
(employing similar standards, processes, and technologies used by private 
health plans, including equipment and software technologies which surpass 
the capability of the equipment and technologies. . .”) 

 
• Sections 1812, 1861, and 1832, which describe the Medicare benefit 

categories; and 
 

• Sections 1874, 1816, and 1842, which provide further authority. 
 
The regulatory authority for the MR program rests in: 
 

• 42 CFR §421.100 for intermediaries. 
 

• 42 CFR §421.200 for carriers. 
 

• 42 CFR §421.400 for MACs. 
 
Data analysis is an essential first step in determining whether patterns of claims submission 
and payment indicate potential problems. Such data analysis may include simple 
identification of aberrancies in billing patterns within a homogeneous group, or much more 
sophisticated detection of patterns within claims or groups of claims that might suggest 
improper billing or payment. The UPIC’s ability to make use of available data and apply 



innovative analytical methodologies is critical to the success of MR for PI purposes. Refer to 
PIM chapter 2 in its entirety for MR and PI data analysis requirements. 
 
The UPIC and the MAC MR units shall have ongoing discussions and close working 
relationships regarding situations identified that may be signs of potential fraud, waste, or 
abuse. MACs shall also include the cost report audit unit in the on-going discussions. 
MAC MR staff shall coordinate and communicate with their associated UPICs to ensure 
coordination of efforts, to prevent inappropriate duplication of review activities, and to 
assure contacts made by the MAC are not in conflict with program integrity related 
activities, as defined by the Joint Operating Agreement (JOA). 
 
It is essential that MR is integrated early in the investigative plan of action to facilitate the 
timeliness of the investigative process. Before deploying significant MR resources to 
examine claims identified as potentially fraudulent, the UPIC may perform a limited 
prepayment MR to help identify signs of potential fraud, waste, or abuse. The general 
recommendation for a provider/supplier specific edit would be to limit the prepayment MR 
to specific procedure codes, a specific number of claims, or based on a particular subset of 
beneficiaries identified through the UPIC’s analysis. Another option may be for the UPIC to 
perform a MR probe to validate the data analysis or allegation by selecting a small 
representative sample of claims. The general recommendation for a provider/supplier-
specific probe sample is 20-40 claims. This sample size should be sufficient to determine the 
need for additional prepayment or post-payment MR actions. MR resources shall be used 
efficiently and not cause a delay in the investigative process. In addition, development of an 
investigation shall continue while the contractor is awaiting the results of the MR. 
 
A. Referrals from the Medicare Administrative Contractor or Recovery Audit 
Contractor to the Unified Program Integrity Contractor 
 
If a provider/supplier appears to have knowingly and intentionally furnished services that are 
not covered, or filed claims for services not furnished as billed, or made any false statement 
on the claim or supporting documentation to receive payment, the MAC or RAC personnel 
may discuss potential referral of the matter to the UPIC. If the UPIC agrees that there is 
potential fraud, waste, and/or abuse, the MAC or RAC personnel shall escalate and refer the 
matter to the UPIC. 
 
Provider/supplier documentation that shows a pattern of repeated misconduct or conduct that 
is clearly abusive or potentially fraudulent, despite provider/supplier education and direct 
contact with the provider/supplier to explain identified errors, shall be referred to the UPIC. 
 
The focus of MAC MR is to reduce the error rate through MR and provider/supplier 
notification and feedback. The focus of the RAC is to identify and correct Medicare 
improper payments through detection and collection of overpayments. The focus of the 
UPIC is to address situations of potential fraud, waste, and abuse. 
 
B. Referrals from the Unified Program Integrity Contractor to the Medical Review 
Unit and Other Units 
 
The UPICs are also responsible for preventing and minimizing the opportunity for fraud. The 
UPICs shall identify procedures that may make Medicare vulnerable to questionable billing 
or improper practices and take appropriate action. 
 
CMS has implemented recurring edit modules in all claims processing systems to allow 
UPICs and/or CMS to monitor specific beneficiary and/or provider/supplier numbers and 
other claims criteria. When appropriate, the UPIC may request the MAC to install a 
prepayment or auto-denial edit. The MACs shall comply with requests from UPICs and/or 



CMS to implement those edits. The MACs shall implement parameters for those edits/audits 
within the timeframe established in the MAC and UPIC JOA, which shall not exceed more 
than 15 business days. 
 
C. Program Integrity/Medical Review Determinations 
 
When MAC MR staff is reviewing a medical record for MR purposes, its focus is on making 
a coverage and/or coding determination. However, when UPIC staff is performing MR for 
PI purposes, its focus may be different (e.g., looking for possible falsification). The UPIC 
shall follow all chapters of the PIM as applicable unless otherwise instructed in this chapter 
and/or in its Umbrella Statement of Work (USOW). Of note, should the UPIC have evidence 
that services were not performed (i.e., from beneficiary interview(s), provider attestation(s), 
etc.), the UPIC may deny the service(s) based on that evidence without the need for medical 
review. 
 
Chapter 3 of the PIM outlines the procedures to be followed to make coverage and coding 
determinations. 
 

1. The UPIC shall maintain current references to support MR determinations. The 
review staff shall be familiar with the below references and be able to track 
requirements in the internal review guidelines back to the statute or manual. 
References include, but are not limited to: 

 
• CFRs; 

 
• CMS Internet Only Manuals (IOMs); 

 
• Local coverage determinations (LCDs); 

 
• National coverage determinations (NCDs); and 

 
• Internal review guidelines (sometimes defined as desktop 

procedures). 
 

2. The UPIC shall have specific review parameters and guidelines established for 
the identified claims. Each claim shall be evaluated using the same review 
guidelines. The claim and the medical record shall be linked by patient name, 
HICN, diagnosis, Internal Control Number (ICN), and procedure. The UPIC shall 
have access to provider/supplier tracking systems from MR. The information on 
the tracking systems shall be used for comparison to UPIC findings. The UPIC 
shall also consider that the MR department may have established internal 
guidelines (see PIM, chapter 3). 

 
3. The UPIC shall evaluate if the provider specialty is reasonable for the 
procedure(s) being reviewed. As examples, one would not expect to see 
chiropractors billing for cardiac care, podiatrists for dermatological procedures, and 
ophthalmologists for foot care. 

 
4. The UPIC shall evaluate and determine if there is evidence in the medical record 
that the service submitted was actually provided, and if so, if the service was 
medically reasonable and necessary. The UPIC shall also verify diagnosis and 
match to age, gender, and procedure. 

 
5. The UPIC shall determine if patterns and/or trends exist in the medical record 
that may indicate potential fraud, waste, or abuse or demonstrate potential patient 
harm. Examples include, but are not limited to: 



 
• The medical records tend to have obvious or nearly identical 

documentation. 
 

• In reviews that cover a sequence of codes (e.g., evaluation and 
management codes, therapies, radiology), evidence may exist of a 
trend to use with greater frequency than would be expected the 
high-end billing codes representing higher level services. 

 
• In a provider/supplier review, a pattern may be identified of billing 

more hours of care than would normally be expected on a given 
workday. 

 
• The medical records indicate a procedure is being done more 

frequently than prescribed per suggested CMS guidance or industry 
standards of care, resulting in potential situations of patient harm. 

 
6. The UPIC shall evaluate the medical record for evidence of alterations 
including, but not limited to, obliterated sections, missing pages, inserted pages, 
white out, and excessive late entries. The UPIC shall not consider undated or 
unsigned entries handwritten in the margin of a document. These entries shall be 
excluded from consideration when performing medical review. See chapter 3 for 
recordkeeping principles. 

 
7. The UPIC shall document errors found and communicate these to the 
provider/supplier in writing when the UPIC’s review does not find evidence of 
questionable billing or improper practices. A referral may be made to the POE 
staff at the MAC for additional provider/supplier education and follow up, if 
appropriate (see PIM, chapter 3). 

 
8. The UPIC shall adjust the service, in part or in whole, depending upon the 
service under review, when medical records/documentation do not support services 
billed by the provider/supplier. 

 
9. The UPIC shall thoroughly document the rationale utilized to make the MR 
decision. 

 
D. Quality Assurance 
 
Quality assurance activities shall ensure that each element is being performed consistently 
and accurately throughout the UPIC’s MR for PI program. In addition, the UPIC shall have 
in place procedures for continuous quality improvement in order to continually improve the 
effectiveness of their processes. 
 

1. The UPIC shall assess the need for internal training on changes or new 
instructions (e.g., through minutes, agendas, sign-in sheets) and confirm with staff 
that they have participated in training as appropriate. The UPIC staff shall be able 
to request training on specific issues. 

 
2. The UPIC shall evaluate internal mechanisms to determine whether staff 
members have correctly interpreted the training (training evaluation forms, staff 
assessments) and demonstrated the ability to implement the instruction (internal 
quality assessment processes). 

 
3. The UPIC shall have an objective process to assign staff to review projects, 
ensuring that the correct level of expertise is available. For example, situations 
dealing with therapy issues may include review by an appropriate therapist or use 



of a therapist as a consultant to develop internal guidelines. Situations with 
complicated or questionable medical issues, or where no policy exists, may require 
a physician consultant (medical director or outside consultant). 

 
4. The UPIC shall develop a system to address how it will monitor and maintain 
accuracy in decision making (inter-reviewer reliability) as referenced in chapter 3 
of the PIM. The UPIC shall establish a Quality Improvement (QI) process that 
verifies the accuracy of MR decisions made by licensed health care professionals. 
UPICs shall include inter-rater reliability and/or peer-review assessments in their 
QI process and shall report these results as directed by CMS. 

 
5. When the UPIC evaluation results identify the need for prepayment edit 
placement at the MAC, the UPIC shall have a system in place to evaluate the 
effectiveness of those edits on an ongoing basis as development continues. The 
MAC may provide the claims data necessary to the UPIC to evaluate edits 
submitted at the request of the UPIC. The evaluation of edits shall consider the 
timing and staffing needs for reviews. The UPIC may submit an inquiry to the 
MAC to verify that a new edit is accomplishing its objective of selecting claims for 
MR 30 business days after an edit has been implemented or placed into production. 
The UPIC shall use data analysis of the selected provider’s claims history to verify 
possible changes in billing patterns. 

 
Automated edits shall be evaluated annually. 
 
Prepayment edits shall be evaluated on a quarterly basis. They shall be analyzed in 
conjunction with data analysis to confirm or re-establish priorities. For example, a 
prepayment edit is implemented to stop all claims with a specific diagnostic/procedure code 
and the provider stops submitting claims with that code to circumvent the edit. 
 
Data analysis shall be used to identify if the provider’s general billing pattern has changed in 
volume and/or to another/similar code that may need to be considered/evaluated to revise the 
current edit in question and/or expansion of the current investigation. 
 
4.8 - Requests for Information From Outside Organizations 
(Rev. 11358; Issued: 04-21-2022; Effective: 05-23-2022; Implementation: 05-23-2022) 
 
This section applies to UPICs. 
 
Federal, state, and local LE agencies may seek beneficiary and provider/supplier information 
to further their investigations or prosecutions of individuals or businesses alleged to have 
committed health care fraud and other crimes for which medical records may be sought as 
evidence. When these agencies request that a UPIC disclose beneficiary records or 
provider/supplier information, the responsive disclosure shall comply with applicable federal 
law as required by the Health Insurance Portability and Accountability Act of 1996 (HIPAA) 
Business Associate provision of the UPIC’s contract. Federal law will dictate whether, and 
how much, requested information can be disclosed. The determination regarding disclosure 
will be contingent on the purpose for which it is sought and whether information is sought 
about beneficiaries or providers/suppliers. For example, certain general information that 
does not include specific beneficiary identifiers may be shared with a broader community, 
including private insurers. The information may include that of a general nature of how 
fraudulent practices were detected, the actions being taken, and aggregated data showing 
trends and/or patterns. 
 
The UPIC may release information, in accordance with the requirements specified in 
Sections A – G below, to the following organizations: 
 



• Other UPICs; 
• Qualified Independent Contractors (QICs); 
• QIOs; 
• State Attorneys General and State Agencies; 
• MFCUs; 
• OIG; 
• DOJ; and 
• FBI. 

 
Requests for information from entities not listed above shall be submitted to the COR for 
approval, with a copy to the BFL. 
 
In deciding to share information voluntarily or in response to outside requests, the UPIC 
shall carefully review each request to ensure that disclosure would not violate the 
requirements of the Privacy Act of 1974 (5 U.S.C. §552a) and/or the Privacy Rule (45 CFR, 
Parts 160 and 164) implemented under the HIPAA. Both the Privacy Act and the Privacy 
Rule seek to strike a balance that allows the flow of health information needed to provide 
and promote high-quality health care while protecting the privacy of people who seek this 
care. In addition, both statutes provide individuals with the right to know with whom their 
personal information has been shared, necessitating the tracking of any disclosures of 
information by the UPIC. The UPIC shall direct questions concerning what information may 
be disclosed under the Privacy Act or Privacy Rule to the CMS Regional Office Freedom of 
Information Act /privacy coordinator. Ultimately, the authority to release information from a 
Privacy Act System of Records to a third-party rests with the system manager/business 
owner of the system of records. 
 
The HIPAA Privacy Rule establishes national standards for the use and disclosure of 
individuals’ health information (also called protected health information [PHI]) by 
organizations subject to the Privacy Rule (which are called “covered entities”). As “business 
associates” of CMS, UPICs are contractually required to comply with the HIPAA Privacy 
Rule. The Privacy Rule restricts the disclosure of any information, in any form, that can 
identify the recipient of medical services; unless that disclosure is expressly permitted under 
the Privacy Rule. Two of the circumstances in which the Privacy Rule allows disclosure are 
for “health oversight activities” (45 CFR §164.512(d)) and for “law enforcement purposes” 
(45 CFR §164.512 (f)), provided the disclosure meets all the relevant prerequisite procedural 
requirements in those subsections. 
 
Generally, PHI may be disclosed to a health oversight agency (as defined in 45 CFR 
§164.501) for purposes of health oversight activities authorized by law, including 
administrative, civil, and criminal investigations necessary for appropriate oversight of the 
health care system (45 CFR §164.512(d)). The DOJ, through its U.S. Attorneys’ Offices and 
its headquarters-level litigating divisions; the FBI; the HHS OIG; and other federal, state, or 
local enforcement agencies, are acting in the capacity of health oversight agencies when they 
investigate fraud against Medicare, Medicaid, or other health care insurers or programs. 
 
The Privacy Rule also permits disclosures for other LE purposes that are not health oversight 
activities but involve other specified LE activities for which disclosures are permitted under 
HIPAA, which include a response to grand jury or administrative subpoenas and court 
orders, and for assistance in locating and identifying material witnesses, suspects, or 
fugitives. The complete list of circumstances that permit disclosures to a LE agency is 
detailed in 45 CFR §164.512(f). Furthermore, the Privacy Rule permits covered entities and 
business associates acting on their behalf to rely on the representation of public officials 
seeking disclosures of PHI for health oversight or LE purposes, provided that the identities 
of the public officials requesting the disclosure have been verified by the methods specified 
in the Privacy Rule (45 CFR §164.514(h)). 



 
The Privacy Act of 1974 protects information about an individual that is collected and 
maintained by a federal agency in a system of records. A “record” is any item, collection, or 
grouping of information about an individual that is maintained by an agency. This includes, 
but is not limited to, information about educational background, financial transactions, 
medical history, criminal history, or employment history that contains a name or an 
identifying number, symbol, or other identifying particulars assigned to the individual. The 
identifying particulars can be a finger or voiceprint or a photograph. A “system of records” 
is any group of records under the control of any agency from which information is retrieved 
by the name of the individual or by some identifying number, symbol, or other identification 
assigned to the individual. For example, Medicare beneficiary data used by UPICs are 
maintained in a CMS “system of records” covered by the Privacy Act. 
 
Information from some systems of records may be released only if the disclosure would be 
consistent with “routine uses” that CMS has issued and published. Routine uses specify who 
may be given the information and the basis or reason for access that must exist. 
 
Routine uses vary by the specified systems of record, and a decision concerning the 
applicability of a routine use lies solely in the purview of the system’s manager for each 
system of record. In instances where information is released as a routine use, the Privacy Act 
and Privacy Rule remain applicable. For example, the HHS has published a routine use that 
permits the disclosure of personal information concerning individuals to the DOJ, as needed 
for the evaluation of potential violations of civil or criminal law and for detecting, 
discovering, investigating, litigating, addressing, or prosecuting a violation or potential 
violation of law, in health benefits programs administered by CMS. Refer to 63 Fed. Reg. 
38414 (July 16, 1998). 
 
The 1994 Agreement and the 2003 form letter (refer to PIM Exhibits 35 and 25 respectively) 
are consistent with the Privacy Act. Therefore, requests that appear on the 2003 form letter 
do not violate the Privacy Act. The Privacy Act of 1974 requires federal agencies that collect 
information on individuals that will be retrieved by the name or another unique characteristic 
of the individual to maintain this information in a system of records. 
 
The Privacy Act permits disclosure of a record without the prior written consent of an 
individual if at least one (1) of 12 disclosure provisions apply. Two of these provisions, the 
“routine use” provision and/or another “law enforcement” provision, may apply to requests 
from the DOJ and/or the FBI. 
 
Disclosure is permitted under the Privacy Act if a routine use exists in a system of records. 
 
Both the Fiscal Intermediary Shared System (FISS) #8 and #10, the Multi-Carrier System 
(MCS), and the VIPS Medicare System (VMS) contain a routine use that permits disclosure 
to: 
 

“The Department of Justice for investigating and prosecuting violations of the 
Social Security Act to which criminal penalties attach, or other criminal statutes as 
they pertain to Social Security Act programs, for representing the Secretary, and 
for investigating issues of fraud by agency officers or employees, or violation of 
civil rights.” 

 
The CMS Utilization Review Investigatory File, System No. 09-70-0527, contains 
a routine use that permits disclosure to “The Department of Justice for 
consideration of criminal prosecution or civil action.” 

 



The latter routine use is more limited than the former, in that it is only for 
“consideration of criminal or civil action.” It is important to evaluate each request 
based on its applicability to the specifications of the routine use. 

 
In most cases, such routine uses will permit disclosure from these systems of 
records; however, each request should be evaluated on an individual basis. 

 
Disclosure from other CMS systems of records is not permitted (i.e., use of such 
records compatible with the purpose for which the record was collected) unless a 
routine use exists or one (1) of the 11 other exceptions to the Privacy Act applies. 

 
The LE provision may apply to requests from the DOJ and/or the FBI. This 
provision permits disclosures “to another agency or to an instrumentality of any 
jurisdiction within or under the control of the U.S. for a civil or criminal LE 
activity if the activity is authorized by law, and if the head of the agency or 
instrumentality has made a written request to the agency that maintains the record 
specifying the particular portion desired and the LE activity for which the record is 
sought.” 

 
The LE provision may permit disclosure from any system of records if all of the 
criteria established in the provision are satisfied. Again, requests should be 
evaluated on an individual basis. 

 
To be in full compliance with the Privacy Act, all requests must be in writing and 
must satisfy the requirements of the disclosure provision. However, subsequent 
requests for the same provider/supplier that are within the scope of the initial 
request do not have to be in writing. The UPICs shall refer requests that raise 
Privacy Act concerns and/or issues to the CORs for further consideration. 

 
A. Requests from Private, Non-LE Agencies 
 
Generally, UPICs may furnish information on a scheme (e.g., where it is operating or 
specialties involved). Neither the name of a beneficiary or suspect can be disclosed. If it is 
not possible to determine whether or not information may be released to an outside entity, 
the UPIC shall contact its COR and BFL for further guidance. 
 
B. Requests from Other UPICs 
 
The UPICs may furnish requested specific information concerning ongoing fraud 
investigations and individually identifiable PHI to any UPIC, SMRC or MAC. The UPICs, 
SMRCs and MACs are “business associates” of CMS under the Privacy Rule and thus are 
permitted to exchange information necessary to conduct health care operations. If the request 
concerns investigations already referred to the OIG/OI, the UPIC shall notify the OIG/OI of 
the RFI received from another UPIC and notify the requesting UPIC that the case has been 
referred to the OIG/OI. 
 
C. RFI from QICs 
 
When a QIC receives a request for reconsideration on a claim arising from a UPIC review 
determination, it shall coordinate with the MAC to obtain all records and supporting 
documentation that the UPIC provided to the MAC in support of the MAC’s first level 
appeals activities (redeterminations). As necessary, the QIC may also contact the UPIC to 
discuss materials obtained from the MAC and/or obtain additional information to support the 
QIC’s reconsideration activities. The QIC shall send any requests to the UPIC for additional 
information via electronic mail, facsimile, and/or telephone. 



 
These requests should be minimal. The QIC shall include in its request a name, phone 
number, and address to which the requested information shall be sent and/or follow-up 
questions shall be directed. The UPIC shall document the date of the QIC’s request and send 
the requested information within seven (7) calendar days of the date of the QIC’s request. 
The date of the QIC’s request is defined as the date the phone call was made (if a message 
was left, it is defined as the date the message was left), the date the facsimile was received, 
or the date of the e-mail request. 
 
Note: Individually identifiable beneficiary information shall not be included in an e- mail. If 
a QIC identifies a situation of potential fraud, waste, and abuse, it shall immediately refer all 
related information to the appropriate UPIC for further investigation. Refer to PIM Exhibit 
38 for QIC task orders and jurisdictions. 
 
D. Requests from QIOs and State Survey and Certification Agencies 
 
The UPIC may furnish requested specific information concerning ongoing fraud 
investigations containing personally identifiable information to the QIOs and state survey 
and certification agencies. The functions QIOs perform for CMS are required by law; thus 
the Privacy Rule permits disclosures to them. State survey and certification agencies are 
required by law to perform inspections, licensures, and other activities necessary for 
appropriate oversight of entities subject to government regulatory programs for which health 
information is necessary for determining compliance with program standards; thus the 
Privacy Rule permits disclosures to them. If the request concerns cases already referred to 
the OIG/OI, UPICs shall refer the requestor to the OIG/OI. 
 
E. Requests from State Attorneys General and State Agencies 
 
The UPIC may furnish requested specific information on ongoing fraud investigations to state 
Attorneys General and to state agencies. Releases of information to these entities in connection 
with their responsibility to investigate, prosecute, enforce, or implement a state statute, rule, 
or regulation may be made as a routine use under the Privacy Act of 1974, as amended; 5 USC 
§552a(b)(3) and 45 CFR Part 5b Appendix B (5). If individually identifiable PHI is requested, 
the disclosure shall comply with the Privacy Rule. (Refer to subsection H below and PIM 
Exhibit 25 for guidance on how requests should be structured to comply with the Privacy 
Rule.) 
 
The UPIC may, at its discretion, share PIM Exhibit 25 with the requestor as a template to 
assist them in preparing their request. If the request concerns cases already referred to the 
OIG/OI, the UPIC shall refer the requestor to the OIG/OI. 
 
F. Requests from MFCUs 
 
Under current Privacy Act requirements applicable to PI investigations, the UPIC may 
respond to requests from MFCUs for information on current investigations. Releases of 
information to MFCUs in connection with their responsibility to investigate, prosecute, 
enforce, or implement a state statute, rule or regulation may be made as a routine use under 
the Privacy Act of 1974, as amended; 5 USC §552a(b)(3) and 45 CFR Part 5b Appendix B 
(5). Refer to Subsection H below for further information regarding the Privacy Act 
requirements. If individually identifiable PHI is requested, the disclosure shall comply with 
the Privacy Rule. Refer to subsection H below and PIM Exhibit 25 for guidance on how 
requests should be structured to comply with the Privacy Rule. 
 



The UPIC may, at its discretion, share PIM Exhibit 25 with the requestors as a template to 
assist them in preparing their request. If the request concerns cases already referred to the 
OIG/OI, the UPIC shall refer the requestor to the OIG/OI. 
 
G. Requests from the OIG/OI for Data and Other Records 
 
The UPIC shall provide the OIG/OI with requested information and shall maintain cost 
information related to fulfilling these requests. An RFI shall consist of requests to run data 
for the OIG (including OnePI national data for suppliers and entities whose billed claims 
span across multiple jurisdictions), extract of records, or a request to furnish any 
documentation or reports (see below for requests for assistance). Such requested information 
may include LE requests for voluntary refund data (see section 4.2.2.8.1.3of this chapter). 
The UPIC shall not fulfill a request if there is a substantial impact (i.e., 40 hours or more) on 
the budget without prior COR approval. The UPIC shall copy the BFL on these requests for 
approval from the COR. These requests generally fall into one of the following categories: 
 
Priority I – This type of request is a top priority request requiring a quick turnaround. The 
information is essential to the prosecution of a provider/supplier. The request shall be 
completed with the utmost urgency. Priority I requests shall be fulfilled within thirty 
(30) calendar days when the information or material is contained in the UPIC’s files unless 
an exception exists as described below. 
 
The UPIC shall provide the relevant data, reports, and findings to the requesting agency in 
the format(s) requested within 30 calendar days or sooner, when possible. The MAC shall 
furnish requested information to the UPIC within 20 calendar days of receipt of the request 
from the UPIC unless there are extenuating circumstances. The MAC shall communicate 
any extenuating circumstances to the UPIC and the MAC COR as soon as they become 
known. The UPIC shall communicate these extenuating circumstances to its COR. 
 
Periodically, there are instances in which the OIG/OI is in need of the requested information 
in a shorter timeframe than (30) calendar days. To account for these instances, the UPIC and 
MAC may add language to their Joint Operating Agreement (JOA) that allows for a shorter 
timeframe for the MAC to furnish the requested information (i.e. 48 hours, 72, hours, etc.). 
In these instances, the OIG/OI must provide justification as to why the requested information 
is needed in a shorter timeframe than the standard Priority I request. 
 
Otherwise, the UPIC shall follow-up with other contractors, and document all 
communication with contractors to ensure the request is not delayed unnecessarily. If 
extenuating circumstances exist that prevent the UPIC from meeting the thirty (30) day 
timeframe, the UPIC shall inform the requestor what, if any, portion of the request can be 
provided within thirty (30) days. The UPIC shall notify the requesting office as soon as 
possible (but not later than thirty (30) days) after receiving the request. The UPIC shall also 
document all communication with the requesting office regarding the delay, and shall 
include an estimate of when all requested information will be supplied. 
 
Priority II – This type of request is less critical than a Priority I request. An RFI shall 
consist of requests to run data for the OIG, extract of records, or a request to furnish any 
documentation or reports (see below for requests for assistance). Based on the review of its 
available resources, the UPIC shall inform the requestor what, if any, portion of the request 
can be provided. The UPIC shall provide the relevant data, reports, and findings to the 
requesting agency in the format(s) requested. 
 
The UPICs shall respond to such requests within 45 calendar days or sooner, when possible. 
The MAC shall furnish requested information to the UPIC within 30 calendar days of receipt 
of the request from the UPIC unless there are extenuating circumstances. The MAC shall 



communicate any extenuating circumstances to the UPIC and the MAC COR as soon as they 
become known. The UPIC shall communicate these extenuating circumstances to its COR. 
The UPIC shall follow-up with other contractors, and document all communication with 
contractors to ensure the request is not delayed unnecessarily. If extenuating circumstances 
exist that prevent the UPIC from meeting the 45-day timeframe, the UPIC shall inform the 
requestor what, if any, portion of the request can be provided within 45 calendar days. The 
UPIC shall notify the requesting office as soon as possible (but not later than 45 calendar 
days) after receiving the request. The UPIC shall also document all communication with the 
requesting office regarding the delay, and shall include an estimate of when all requested 
information will be supplied. 
 
Request for Assistance (RFA) – An LE RFA is a type of RFI and shall consist of any LE 
requests that do not include running data and reports but include requests such as the review 
and interpretation of medical records/medical documentation, interpretation of policies, and 
reviewing cost reports. The timeframes for RFIs specified in Priority I and II do not apply to 
RFAs. Due dates shall be negotiated with the requesting entity and documented 
appropriately along with the reasons for not meeting the agreed upon timeframes. The UPIC 
shall contact the COR if an agreement cannot be reached on the timeframe for completion. 
Disclosures of information to the OIG shall comply with the Privacy Rule and Privacy Act. 
When the OIG makes a data request, the UPIC shall track these requests and document the 
following: (1) nature/purpose of the disclosure (cite a specific investigation and have a 
general description); (2) what information was disclosed; and (3) the name of the individual 
and the agency. The aforementioned information shall be maintained in a secure file and 
made available to CMS upon request through a secure means. 
 
The CMS has established a level of effort limit of 40 hours for any individual request for 
support RFIs and RFAs. If the estimated level of effort to fulfill any one request is likely to 
meet or exceed this figure, the UPIC shall contact its COR for approval to proceed. A CMS 
representative will contact the OIG to explore the feasibility of other data search and/or 
production options. 
 
The UPIC shall obtain approval from the COR regarding requests started by the UPIC that it 
subsequently anticipates will exceed that 40-hour level of effort. The UPIC shall not exceed 
the 40-hour level of effort until it receives COR approval. 
 
H. Procedures for Sharing CMS Data with the DOJ 
 
In April 1994, CMS entered into an interagency agreement with the OIG and the DOJ that 
permitted UPICs to furnish information that previously had to be routed through OIG (refer 
to PIM Exhibit 16) including data related to the investigation of health care fraud matters 
directly to the DOJ that previously had to be routed through OIG (refer to PIM Exhibit 35). 
This agreement was supplemented on April 11, 2003, when in order to comply with the 
HIPAA Privacy Rule, the DOJ issued procedures, guidance, and a form letter for obtaining 
information (refer to PIM Exhibit 25). CMS and the DOJ have agreed that the DOJ’s 
requests for individually identifiable health information will follow the procedures that 
appear on the form letter (refer to PIM Exhibit 25). The 2003 form letter must be customized 
to each request. The form letter mechanism is not applicable to requests regarding Medicare 
Secondary Payer (MSP) information, unless the DOJ requestor indicates he or she is 
pursuing an MSP fraud matter. 
 
The PIM Exhibit 25 contains the entire document issued by the DOJ on April 11, 2003. The 
UPIC shall familiarize itself with the instructions contained in this document. Data requests 
for individually identifiable PHI related to the investigation of health care fraud matters will 
come directly from those individuals at the FBI or the DOJ who are involved in the work of 
the health care oversight agency (including, for example, FBI agents, Assistant U.S. 



Attorneys, or designees such as analysts, auditors, investigators, or paralegals). For example, 
data may be sought to assess allegations of fraud; examine billing patterns; ascertain dollar 
losses to the Medicare program for a procedure, service, or time period; determine the nature 
and extent of a provider’s/supplier’s voluntary refund(s); or conduct a random sample of 
claims for MR. The LE agency should begin by consulting with the appropriate Medicare 
contractor (usually the UPIC, but possibly also the MAC) or CMS to discuss the purpose or 
goal of the data request. Requests for cost report audits and/or associated documents shall be 
referred directly to the appropriate MAC. 
 
The UPIC shall discuss the information needed by the DOJ and determine the most efficient 
and timely way to provide the information. When feasible, the UPIC shall use statistical 
systems to inform the DOJ of the amount of dollars associated with its investigation, and the 
probable number of claims to expect from a claims-level data run. The UPIC shall obtain 
and transmit relevant statistical information to the DOJ (as soon as possible but no later than 
five (5) calendar days). The UPIC shall advise the DOJ of the anticipated volume, format, 
and media to be used (or alternative options, if any) for fulfilling a request for claims data. 
 
The UPIC shall provide the DOJ with the requested information and shall maintain cost 
information related to fulfilling these requests. An RFI shall consist of requests to run data 
for the DOJ (including national data for suppliers and entities whose claims billings span 
across multiple jurisdictions), extract of records, or a request to furnish any documentation 
or reports. 
 
The DOJ will confirm whether a request for claims data remains necessary based on the 
results of statistical analysis. If so, the DOJ and CMS will discuss issues involving the 
infrastructure and data expertise necessary to analyze and further process the data that CMS 
will provide to the DOJ. 
 
If the DOJ confirms that claims data are necessary, the DOJ will prepare a formal request 
letter to the UPIC with existing DOJ guidance (Exhibit 25). 
 
The UPIC shall provide data to the DOJ, when feasible, in a format to be agreed upon by the 
UPIC and the DOJ. Expected time frames for fulfilling the DOJ claims-level data requests 
will depend on the respective source(s) and duration of time for which data are sought, with 
the exception of emergency requests, which require coordination with Headquarters, the 
DOJ, and CMS staff. These are as follows: 
 
Emergency Requests - Require coordination with Headquarters DOJ and CMS staff. 
 
Priority I – This type of request is a top priority request requiring a quick turnaround. The 
information is essential to the prosecution of a provider/supplier. A RFI shall consist of 
requests to run data for the DOJ, extract of records, or a request to furnish any 
documentation or reports (see below for requests for assistance). The request shall be 
completed with the utmost urgency. Priority I requests shall be fulfilled within thirty 
(30) calendar days when the information or material is contained in the UPIC’s files unless 
an exception exists as described below. 
 
The UPIC shall provide the relevant data, reports, and findings to the requesting agency in 
the format(s) requested within 30 calendar days or sooner, when possible. The MAC shall 
furnish requested information to the UPIC within 20 calendar days of receipt of the request 
from the UPIC unless there are extenuating circumstances. The MAC shall communicate 
any extenuating circumstances to the UPIC and the MAC COR as soon as they become 
known. The UPIC shall communicate these extenuating circumstances to its COR. 
 



Periodically, there are instances in which the DOJ is in need of the requested information in 
a shorter timeframe than (30) calendar days. To account for these instances, the UPIC and 
MAC may add language to their JOA that allows for a shorter timeframe for the MAC to 
furnish the requested information (i.e. 48 hours, 72, hours, etc.). In these instances, the DOJ 
must provide justification as to why the requested information is needed in a shorter 
timeframe than the standard Priority I request. 
 
Otherwise, the UPIC shall follow-up with other contractors, and document all 
communication with contractors to ensure the request is not delayed unnecessarily. If 
extenuating circumstances exist that prevent the UPIC from meeting the thirty (30) day 
timeframe, the UPIC shall inform the requestor what, if any, portion of the request can be 
provided within thirty (30) days. The UPIC shall notify the requesting office as soon as 
possible (but not later than thirty (30) days) after receiving the request. The UPIC shall also 
document all communication with the requesting office regarding the delay, and shall 
include an estimate of when all requested information will be supplied. 
 
Priority II Requests – This type of request is less critical than a Priority I request. An RFI 
shall consist of requests to run data for the DOJ, extract of records, or a request to furnish 
any documentation or reports (see below for requests for assistance). Based on the review of 
its available resources, the UPIC shall inform the requestor what, if any, portion of the 
request can be provided. The UPIC shall provide the relevant data, reports, and findings to 
the requesting agency in the format(s) requested. 
 
The UPIC shall respond to such requests within 45 calendar days or sooner, when possible. 
The MAC shall furnish requested information to the UPIC within 30 calendar days of receipt 
of the request from the UPIC unless there are extenuating circumstances. The MAC shall 
communicate any extenuating circumstances to the UPIC and the MAC COR as soon as they 
become known. The UPIC shall communicate these extenuating circumstances to its COR. 
The UPIC shall follow-up with other contractors, and document all communication with 
contractors to ensure the request is not delayed unnecessarily. If extenuating circumstances 
exist that prevent the UPIC from meeting the 45-day timeframe, the UPIC shall inform the 
requestor what, if any, portion of the request can be provided within 45 calendar days. The 
UPIC shall notify the requesting office as soon as possible (but not later than 45 calendar 
days) after receiving the request. The UPIC shall also document all communication with the 
requesting office regarding the delay, and shall include an estimate of when all requested 
information will be supplied. 
 
RFA – A LE RFA is a type of RFI and shall consist of any LE requests that do not include 
running data and reports, but include requests such as the review and interpretation of 
medical records/medical documentation, interpretation of policies, and reviewing cost 
reports. The timeframes for RFIs specified in Priority I and II do not apply to RFAs. Due 
dates shall be negotiated with the requesting entity and documented appropriately along with 
the reasons for not meeting the agreed upon timeframes. The UPIC shall contact the COR if 
an agreement cannot be reached on the timeframe for completion. 
 
Disclosures of information to the DOJ shall comply with the Privacy Rule and Privacy Act. 
When DOJ makes a data request, the UPIC shall track these requests and document the 
following: (1) nature/purpose of the disclosure (cite a specific investigation and have a 
general description); (2) what information was disclosed; and (3) name of the individual and 
the agency. The aforementioned information shall be maintained in a secure file and made 
available to CMS upon request through a secure means. 
 
The CMS has established a level of effort limit of 40 hours for any individual request for 
support (RFIs and RFAs). If the estimated level of effort to fulfill any one request is likely to 
meet or exceed this figure, the PI contractor shall contact its COR for approval to proceed. A 



CMS representative will contact the OIG to explore the feasibility of other data search 
and/or production options. 
 
The UPIC shall obtain approval from the COR regarding requests started by the UPIC that it 
subsequently anticipates will exceed that 40-hour level of effort. The UPIC shall not exceed 
the 40-hour level of effort until it receives COR approval. 
 
I. Duplicate/Similar RFIs 
 
If the UPIC receives duplicate or similar RFIs from OIG and DOJ, the UPIC shall notify the 
requestors. If the requestors are not willing to share the information, the UPIC shall ask the 
COR and BFL for assistance. 
 
J. Reporting Requirements for the DOJ and OIG 

 
For each data request received from the DOJ and the OIG, the UPIC shall maintain a record 
that includes: 
 

• The name and organization of the requestor; 
• The date of the written request (all requests must be in writing); 
• The nature of the request; 
• Any subsequent modifications to the request; 
• The cost of furnishing a response to each request; and 
• The date completed. 

 
K. LE Requests for MR 
 
The UPIC shall not send document request letters or go onsite to providers/suppliers to 
obtain medical records solely at the direction of LE. However, if LE furnishes the medical 
records and requests the UPIC to review and interpret medical records for them, the UPIC 
shall require LE to put this request in writing. At a minimum, this request shall include the 
following information: 
 

• The nature of the request (e.g., what type of service is in question, what is the 
allegation, and what should the reviewer be looking for in the medical record); 

• The volume of records furnished; 
• The due date; and 
• The format required for response. 

 
The UPIC shall present the written request to the COR, and copy its BFL prior to fulfilling 
the request. Each written request will be considered on a case-by-case basis to determine 
whether the UPIC has resources to fulfill the request. If so, the request may be approved. 
 
If LE requests the UPIC to perform MR on all investigations the UPIC initiates, the UPIC 
shall perform MR if it deems it necessary, on a case-by-case basis. The UPIC shall inform 
the COR and copy its BFL of such requests by LE. 
 
It is recommended that the MR Manager be included in the evaluation of the Request for 
MR to provide input as to: 
 

• The resources required; 
• The resources available; and 
• Recommended revisions to the volume of records to be reviewed that will still 

provide a statistically and clinically significant sample to support the purpose or 
allegation in the request and provide for the best use of MR resources. 



 
L. LE Requests for UPIC Audits of Medicare Provider Cost Reports Relating to 

Fraud 
 

If LE requests the UPIC to perform an audit of a Medicare provider’s cost report for fraud, 
the UPIC shall consult with the MAC to inquire if an audit of the cost report has already 
been performed. The UPIC shall also consult with the COR and BFL. The UPIC shall 
provide its COR and copy its BFL with the basis for the LE request and a detailed cost 
estimate to complete the audit. If the COR approves the audit, the UPIC shall perform the 
audit within the timeframe and cost agreed upon with LE. 
 
M. Requests from LE for Information Crossing Several UPIC Jurisdictions 
 
If a UPIC receives a RFI from LE that crosses several UPIC zones, the UPIC shall contact 
its COR and BFL. In the event that multiple zones are providing information in connection 
with the request, each UPIC shall enter a separate entry into the UCM as described in 
Section 4.12 of this chapter. The COR and BFL may assign a lead UPIC to process these 
requests that will coordinate with the other UPICs to obtain the necessary data and 
consolidate the information into one comprehensive response for the requestor. The lead 
UPIC may be the UPIC that initially received the request; however, the nature of the RFI 
should be considered when assigning a lead UPIC. 
 
4.15.6.2 - Guidelines for Incentive Reward Program Complaint Tracking 
(Rev. 11358; Issued: 04-21-2022; Effective: 05-23-2022; Implementation: 05-23-2022) 
 
The UPICs shall continue to track all incoming complaints potentially eligible for reward in 
their existing internal tracking system. The following complainant information shall be 
included: 
 

• Name; 
• HICN or Social Security number (for non-beneficiary complaints); 
• Address; 
• Telephone number; or 
• Any other requested identifying information needed to contact the 

individual. The UPIC shall refer cases to the OIG for investigation if 
referral criteria are met according to PIM Chapter 4, §4.9.2 - Referral of 
Cases to the OIG/OI. The case report shall also be forwarded to the OIG. 

 
The OIG has 90 calendar days from the referral date to make a determination for disposition 
of the case. UPICs shall regularly follow up with the OIG to obtain information on recovery 
of complaints referred to them that originated from an IRP complainant. The UPIC shall 
follow up on referrals to the OIG when no action is taken within 90 calendar days. If no 
action is taken by the OIG within the 90 calendar days, the UPIC should begin the process 
for recovering the overpayment and issuance of the reward, if appropriate. 
 
4.15.6.6 - Reward Payment Audit Trail 
(Rev. 11358; Issued: 04-21-2022; Effective: 05-23-2022; Implementation: 05-23-2022) 
 
The UPIC shall maintain an audit trail of the disbursed check. The following data shall be 
included: 
 

• Amount of the disbursed check 
• Date issued 
• Check number 
• Overpayment amount identified 



• Overpayment amount recovered 
• Social Security number of complainant 
• Party the complaint is against 

 
The UPIC shall work with the MAC via the JOA to disburse the reward check. 
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